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8 198 5-1 Installing Windows Search Services

When working with instruction 3 in the second portion of the exercise do not delete
any of volumes or folders. Select Cancel do not select OK.

Screen Shot(s) Documentation
Take a screen shot after instruction # 12

7
_| Windawes Search Praperties {Laocal Camputer) X =
=
Gereral LogOn FRecovery Dependencies 5
=
Service name: R
.
Display name: Windows Search
R
Description: Provides content indexing, property caching, and

zearch results for files, e-mail, and other content.

=
-

Path to executable: R
C:\windowshaysterndSearchlindeser. exe /Embedding

R
Startup type: Autamatic e R

R
Service status: Stopped

R

Start Stop Palze Fezume R

You can gpecify the start parameters that apply when pou ztart the zervice R
from here.
Start parameters: |

R

Cancel Apply

-

Take a screen shot after instruction # 14




T Services - m} hs
File  Action ‘iew Help
e |FEazEm >80
£ Services (Local) . Sevices [Local)

Windows Search Marne . Description Status Startup Type Lag

{,'\L?;Wmdnws Font Cache Service  Optimizes p..  Running  Sutomatic Loc

%;‘éi‘f;:?;:ce Q;Wmduws Image Acquisition,  Provides im.., Manual Loc

- e Windows Insider Service Wi ST tlanual Loc

{,'\L?;Wmdnws Installer Adds, maodi.., rdanual Loc

DESE_"'P“W: X X Q;Wmduws License Manager... Providesinf., Running  Manual (Trig.. Loc
E;?:I:;%;z;t:::rl:hd:;:ﬁ'sg;?'::g e {%?;Wmdows ManagementInst.. Providesac.. Running  Automatic Loc

mail, and other content. Ll Windows Mobile Hotspot 5. Provides th... Manual (Trig...  Loc

Q;Wmdows Modules Installer  Enables inst.., rdanual Loc

»S\;?;Wmduws Push Motification...  This service .. Running  Automatic Loc

-&\L’:Wmdnws Push Motification...  This service .., Manual Loc

ElWindows Rermote Manage.,  Windows R..  Running  Automatic Met

ch Running itic L

=% Maintains d... Running  Automatic (T.. Loc

Q;Wmdows Update Enables the .. Running  Manual (Trig..  Loc

Q;WWH'ITP Web Proxy Suto-., WinHTTP Q..  Running  Manual Loc

{;}:WwedAutnCﬂnﬁg The Wired ... Manual Loc

Q;WMI Performance &dapter  Provides pe.., rdanual Loc

Q;Wurkstatlun Creates and... Running  Automatic Met

».‘.‘\;’ED(beLwe Auth Manager Prowvides au.., Manual Loc

{,'\L?;thxhve Garne Save This service .., tanual (Trig.. Loc

< >

\ Extended /(Standard
T T T
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There is a text file for you to copy from the following location

Encrypting Files

C:\Users\Public\Public Documents named SIGVERIF
To the new folder you created by doing instruction 1
You will need to go into Control Panel as described in instruction 7 to have the

encrypted file appear in green.

Screen Shot(s)

Documentation

Take a screen shot after instruction # 1

1[4 % | Mincent
Home Share “wiews

« ~ < Users » Administrator > Documents > Mincent

Mame Date modified
st Quick access

[ Desktop
& Downloads
[ Documents
&= Pictures

[ This PC

¥ Metwork

~ 0

|J SIGVERIF 5/26/2020 5:50 M

Search Iincent

Type Size

Text Document

12 KB

Take a screen shot after instruction # 2

Screen shot
describes the
attributes




A vk w1 0NN Fee Nhd Cile

Mincent Properties *

General Sharing  Security  Previous Versions  Custorize

Jvincent
Type: File folder
Location: C:\UsershddministratorD ocuments
Size: 12.3 KB 12596 bytes)

Size ondisk:  16.0 KB [16.354 bytes]

Contains: 1 Filez, 0 Folders
Created: Today, June 1, 2020, 2 minutes ago

Attributes: [®] Read-only [Only applies to fles in folder)
[JHidden Advanced...

Concel | [ eeh

Take a screen shot after instruction # 7 and your have gone into
File Explorer Options via Control Panel and View to make the
change.

E1 M = | Docurnents - O x
Haome Shatre Wiew 0
“— v |5 « Local Disk (G » Users » Administrator » Documents ~ 0 Search Documents yel
Marme Date modified Type Size
~ 3 Quick access
Mincent 6/1/2020 T8 P File folder
[ Desktop
‘ Dowvnloads
El
1 |5 Documents
&= Pictures
> O This PC
¥ Metwork
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0 204 53 Configuring Folder Permissions

Screen Shot(s) Documentation




Take a screen shot after instruction # 2

kil
Ltilities ]V Properties

Gereral Sharng  Secunty  Previous Versions  Customize

Group ar User names:

a Adrninistrator
SR Administrators [JVCOMPYAdministrators]

Object name:  C:\Jsers\AdministratartD ocurmentsh T ety U tlitie:

Fiead & execute
Lizt folder contents
Fiead

WiTite

To change permizziong, click Edit, Edit
Permizzions for STSTEM fillo Deny
Full contral
tadify

click Advanced.

ul

For special permizsions or advanced settings, Ldvanced

Carcel prly

Screen shot describes permissions

Take a screen shot after instruction # 5

b Perrmizsions for Utilities W

| Security
i
|

G[DUD 0r User names:

Object name: AU zers‘\AdministratorD ocumentsh Testvi U tline:

1 | BRSYSTEM

g a Adrninistrator

SR Administrators [JWCOMPSAdministratars]

q SR Server Operators [MVCOMPAServer Operators)

Add.. Remove
Permizsions for Server Dperators Allowy Deny

Il Full contral O 0o =~
3 Madify O O
| Read & erxecute Il

List folder contents O

Read O v

0K Cancel Apply

6. Server Operators have by
default: read and execute, list
folder contents and read
permissions

Take a screen shot after instruction # 7




Perrnissions for Utilities]y *
Security

4 DObject name: A\ sers\Administrators\Documentss T estlUtilities

Group or user names:

_ 8% SYSTEM

‘g a Adrninistratar

SR Adminiztrators [JYCOMPAAdministrators)

t B2 Server Operators [JVCOMPAS erver Operators)

Add. Remowe
Permizzions for Server Operators Allow Deny
_ Full cortrol o o~
o M odify ]
i Read & execute O
List falder corterts O
Read O v

Cancel Applhy

Pag Chapter/Activit
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4
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205 5-4 Removing Inherited Permissions

Description

Screen Shot(s)

Documentation

Take a screen shot after instruction # 4

Harne: C:\Users\Administrator\ Docurnents\Test/ A\ Utilities )V
Owner: -
Block Inheritance X
Permissions
|, What would you like to do with the current inherited permissions?
Foradditional inf| dit (if available].
You are about to block inheritance to this object, which means that permissions
Permission entrie inherited from a parent object will no longer be applied to this object.
Type  Pri
82 Allow  Se —> Convert inherited permissions into explicit permissions on bfolders and files
8% Allow SV this object bfolders and files
8% Allow  Ad bfolders and files
2 alow Ad —> Remove all inherited permissions from this object bfolders and files
Cancel
Add Remove View
Disable inheritance

[JReplace all child abject permission entries with inheritable permission entries fram this object

oK Cancel Lpply

Tiem  1item selected =

non oK Cancel Apply

Take a screen shot after instruction # 6 before selecting cancel.




Advanced Security Settings for Utilitie sl m}

Marne: Ch\Users\Administrator Documents) Test IV Utilities/V
Owyner; Administrators (JWVCOMPYAdministrators) E; Change
Perrmissions Auditing Effective Sccess

Far additional infarmation, double-click a permission entry. To maodify a permission entry, select the entry and click Edit (if available).

Permission entries:

Type Principal Access Inherited from Applies to
SR Allow  Server Operators JVCOMP\Se.. Modify MNene This folder, subfelders and files
Add Rernowe Wiewy

Enable inheritance

[JReplace all child abject permission entries with inheritable permission entries fram this object

OK Cancel Apply

Take a screen shot after instruction # 7

TR L1 12 @1 1e ) ol ek I CuE e

UtilitiesIW Properties *

General Sharng  Secuity  Previous Versions  Customize

Object name:  C:A\UsershdministratartsDocumentzh T est W U lities

GTDUD ar Uzer names!

S8 SYSTEM

a Adminiztrator

SR Administrators (MY COMPyAdministratons)

ER Server Operators [(WCOMP\Server Operators)

To change permizsiong, click Edit. Edit

Permizzions for SYSTEM Allons Dery

Full contral

b odify

Read & execute
Ligt folder contents
Read

Write b

Far zpecial permizziang ar advanced settings,

click Advanced.

0k, Cancel Apply I
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2 208 5-5 Configuring Advanced Permissions
Use the following path to create your folder: C:\User\Administrator\Documents
Screen Shot(s) Documentation
Take a screen shot after instruction # 1
[E 1 4 | = | Documents - O *
Home Share “iew (]
« v @ < Local Disk (C » Users » Administratar » Documents » v O Search Docurments »
MNare - Date rodified Type Size
o Quick access Documentation)i 6/1/2020 8:12 PM File folder
1 Desktop Pincent E/1/2020 B02 P File falder
! ‘ Downloads Testh! /2020 B0APM  File folder
1 [ Docurnents
&= Pictures
[ This PC
¥ Metwork

Take a screen shot after instruction # 11

Documentation Properties *

General Sharng  Secuity  Previous Versions  Customize
Object name: G \UgershddminiztratartsDocumentzhDocumentatior

GTDUD ar Uzer names:

A% SYSTEM

a Adminiztrator
A Domain 1 [ CORPSD omain L 1

82 Adminiztrators [JWCOMPAdministratars)

To change permizzsiong, click Edit. Edit

Permizzions for Domain U sers Allons Dery

Full contral &
b odify

Fead & execute
Ligt folder contents
Read

Wirite W

AN

For special permizzions ar advanced settings,

click Advanced. Advanced

Cocel | | fcg

Take a screen shot after instruction # 14




Permission Entry for Documentation [m] X

Principal  Domain Users (VCOMP\Domain Users) Select a principal
Type: Allow v

Applies to; | This falder, subfolders and files ~

Adwanced permissions:
[CJFull cantrol [JWrite attributes
[ Traverse folder / execute file [JWrite extended attributes
st folder / read data [ Delete subfolders and files
ad attributes [] Delete
A Read extended attributes Read perrissions
[ Create files / write data
[ Creste folders f sppend dats

Show basic permissions

[J Change permissians
[ Take ownership

[J Only apply these permissions to objects and/or containers within this container Clearall

&dd a condition to limit access, The principal wil be granted the specified permissions only if conditions are met.

Add a condition

Cance

e ot == To==T
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Status

Auditing a Folder

Description

Be certain to continue onto page 212 and configure auditing for the Documentation

folder

Screen Shot(s)

Documentation

Take a screen shot after instruction # 6

| 2dd or Remove Snap-ins

‘fou can select snap-ins for this console from those available on your computer and configure the selected set of snap-ins. For
extensible snap-ins, you can configure which extensions are enabled.

ol il

Available snap-ins: Selected snap-ins:

Shap-in vend ™ [ Console Root Edit Extensions. ..
P A .
-,P.JJ Certificates Micro =/ Default Domain Policy [Server.j S
s Component Services Micra
E'é' Computer Managerent Micro
P oevice Manager Micra Mave Lip
i Disk Management Micra
é DS Micro Move Down
Q Event Yiewer Micra
| Folder Micra
_;sGroup Paolicy Management Micro
g Group Policy Management Editor Micro
_: Group Policy Object Editar Micro
_: Group Policy Starter GPO Editor Micra
(‘= I s < > Advanced. ..
Description:
This snap-in allows you to edit Group Policy Objects which can be linked to a Site, Domain, or Organizational Unit in Active Directory
or stored on & computer,

Ok Cancel

Take a screen shot after instruction # 14

15. to select
audit logons, I
would select
audit account
logon events.




Consalel - [Consale RoothDefault Dorain Policy [Serverjvcomp.com] Polic\Computer Configuration\Palic..  — [m] x TO select audlt
File Action \View Favorites  Window  Help - A x account
e 25 X B § management
I ~ [ Windows Settings A Palicy Pr/| Actions . .
— ?am: R(;:o:tutlo [ Audit account logaon events M| Audit Palicy - aCtIVIty I Would
=) Seripts (Startupy . .
a DepToy'ed Prm:a ,_,,Aud!t aFcount man?gement M Wore detians N Select audlt
v i Security Setting wAud!t directory service access M
= [z Audit logon events M aCCOllnt
A Account Pol o
o :.E Local Palicie Lz Audit object access M mana ement
;‘.ﬁ AuditPo L) Audit policy change M g
3 UserRigl L) Audit privilege use M
G Security L) Audit pracess tracking M
4 Eventlog L) Budit systerm events M
2 Restricted G
& Systemn Serv
A Registry
1 File System
;J Wired Metin
| Windowes Fir
| Metwork List
Caf Miireless Net
| Public Key P
| Software Re:
1 Annlicatinn ¥
< < >
Take a screen shot after instruction # 19
Consolel - [Console RoothDefault Domain Policy [Serverjvcomp.com] PolicyhComputer ConfigurationtPolic.,  — O X
File Action View Favorites  Window  Help - & %
e XE= M
v [ Windows Settings || plicy . Palicy Settir|| Actions
il Name Resolutio [ Audit account lagon events Mot Defined| | Budit Policy &
& Seripts (Start.up; Ludit account management Mot Defined M
= Deployed Printe iy . i are.. P
E ; . L) Audit directory service access Success, Fai
v S Security Setting ) . T
== L) ABudit logon events Mot Defined | Audit obje... &
A Account Pol =
~ | Local Palicie - - - Fa\ More... ¥
‘__‘a Audit Po Lz Budit policy chang Mot Defined
5 UserRigl L) Budit privilege use Mot Defined
5 Security Lz Budit process tracking Mot Defined
4 Eventlog L) Budit systern events Mot Defined
4 Restricted G
7 System Serv
7 Registry
1 File System
;J Wired Metwn
| Wdind ows Fit
| Mebwork List
Zalf Wireless Met
| Public Key P
| Software Re
“ Annliratinn ¥
< < >
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Enabling File and Folder Sharing

Before you start the activity pay attention to the Tip by the Compass and make
those changes. There are multiple services you will need to change to make this
activity be successful.

Screen Shot(s)

Documentatio
n

Take a screen shot after instruction # 5




o& Advanced sharing settings =
« v 4 »& « Metwork and Sharing Center > Advanced shating settings ~ O Search Contral Panel o
Change sharing options for different network profiles
‘Windows creates a separate network profile for each netwoerk you use, You can choose specific options for
each profile.
Private
Guest or Public
Domain (current profile)
MNetwork discovery
When network discovery is on, this computer can see other network computers and devices and is
visible to other network computers,
(® Turn on network discovery
(O Turn off netwerk discovery
File and printer sharing
When file and printer sharing is on, files and printers that you have shared from this computer can
be accessed by people en the network,
(@) Turn on file and printer sharing
(O Turn off file and printer sharing
All Networks
!;Save changes Cancel
Take a screen shot after instruction # 7
o& Advanced shating settings m}
&« v 4 oif cc Metwork and Sharing Center » Advanced sharing settings v 0 Search Control Panel »
Change sharing options for different network profiles
Windows creates a separate network profile for each network you use, You can choose specific options for
each profile.
Private
Guest or Public
Dormain (current profile)
All Networks
Public folder sharing
When Public folder sharing is en, people on the network, including hemegroup members, can
access files in the Public folders,
(® Turn on sharing so anyone with network access can read and write files in the Public folders
(O Turn off Public folder sharing (people logged on to this computer can still access these
folders)
Media streaming
When media streaming is en, people and devices on the network can access pictures, music, and
videos on this computer. This computer can also find media en the network.
Choese media streaming options...
!;Save changes Cancel
Pag Chapter/Activit
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5 218 58 Configuring a Shared Folder

Screen Shot(s)

Documentation

Take a screen shot after instruction # 2




23 File Sharing

Choose people on your network to share with

Type a narme and then click Add, or click the arrow to find someone,

: I v Adld
-’ Marne Permission Level

2 Administrator Crgher

52, Dornain Users Custam *

I'tm hawing trouble shating

Share Cancel

Take a screen shot after instruction # 7

2 File Sharing

Choose people on your network to share with

B Type a name and then click Add, or click the arrow to find someone,

F | v Add

. MNarne Perrmission Lewel
2 Adrinistrator Cwuner

52, Damain Users Custom ¥

52, Damainhgrs)i Read/ rite ¥

I'tm having trouble sharing

Share Cancel

N — O X

Take a screen shot after instruction # 12

The File
sharing
window is now
dieplayed and
if I wanted to
delete a user or
group from
sharing the
folder I would
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22 File Sharing

Choose people on your network to share with

click on the
down arrow in
the permission
level window

and choose
Type a narme and then click Add, or click the arrow to find someone, remove.
| v Add
Mame Permission Lewvel
2 Administrator Charner
2 Darnain Users Custam =
£2 Domaintgrsly Read\irite »
I'm having trouble sharing
d Share Cancel
|
Take a screen shot after instruction # 17
1 1
Offline Settings >
. ou can chooge which files and programs, if any, are available to uzers
who are offline.
(@) Only the files and programs that ugers specify are available offline
Enable BranchCache
() Mo files or programs from the shared folder are available offline
() All filez and programs that uzers open from the shared folder are automatically
avallable offline
Optimize for performance
Cores
Pag Chapter/Activit
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6 220 59 Configuring a Shared Folder Using Server Manager
Screen Shot(s) Documentatio
n

Take a screen shot after instruction # 7
: = Add Roles and Features YWizard >

Add features that are required for File Server Resource
Manager?

The following tools are required to manage this feature, but do not v
have to be installed on the same server. ar

4 Remote Server Administration Tools li
4 Role Administration Tools t

4 File Services Tools ]

[Tools] File Server Resource Manager Tools

T

Include management tocls (if applicable)

Add Features Cancel

Take a screen shot after instruction # 10




DESTINATION SERVER

Installation progress Senvecivcompom

View installation progress

o Feature installation
—

Installation started on Serverjvcomp.com

File and Storage Services
File and iSCSI Services
File Server Resource Manager

Remote Server Administration Tools
Role Administration Tools
File Services Tools
File Server Resource Manager Tools

Vi
ide
You can close this wizard without interrupting running tasks. View task progress or open this
page again by clicking Netifications in the command bar, and then Task Details.
Export configuration settings
< Previous Next > Cancel
I =
Take a screen shot after instruction # 18
B2 Mew Share Wizard = O >

Select the server and path for this share

Select Profile Server:
Server Name Status Cluster Role Owner Nede
Share Name Server Online Mot Clustered

O This list displays servers only with File Server Resource Manager installed,

Share location:

(O Select by volume:

Volume Free Space Capacity File System
C 51.0GB 635GB NTFS

The lacation of the file share will be a new folder in the \Shares directory on the selected
volume,

@ Type a custom path:

|t:\use rs\Administrator\ Documents\testp\Utilities ]V

Take a screen shot after instruction before selecting ok on instruction

# 30




Permission Entry for Utilities/V [m] x

Principal:  Server Operators JVCOMP\Server Operators)  Select a principal

Type: Allow v
Permissions:
[#] Full Contral
[#] Change
[#] Read
Special permissions
Clearall

Take a screen shot after instruction # 40

= Server Manager

- S ha res : : I'1 Manage  Tools View Help

=3 SHARES VOLUME
= Servers hTA i shares |6total [ TASKS w | Utilities!V on Server TASKS w
i Volumes :
E ol & ©
[ Disks Capacity: 63.5 GB
W Storage Pools Share Local Path
19.8% Used W 126
+ Serer(® = 510
ISCSI DocumentationV CA\Users\Admi
B Work Folders MNETLOGON C\Windows\S
REMINST C:\Remotelnsty
SYSVOL C\Windows\S
Users CAUsers
Utilities)V Chusers\Admil Go to Volumes Overview >
- QUOTA
Server M .
[y ServerManager Utilities)V on Server TASKS =
No related quota exists.

Pag Chapter/Activit
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7 224 510 Publishing a Shared Folder

Screen Shot(s)

Documentatio
n

Take a screen shot after instruction # 3

No need to list
two items




T Active Directory Users and Cormputers - m] X

File Action Miew Help
s |25 F8(XE 0 e T2h
] Active D-rector}.,r Users and Com | Mame Type Description "
| Saved Queries
~ E jvcomp.com There are no iterns to show in this vea.
| Builtin
| Cornputers
= | Domain Contrallers
| ForeignecurityPrincipal:
| Managed Service Accour
2] SalesQURY
| User~
Delegate Cantral...
Find...
Mew » Computer
Al Tasks » Contact
Properties Group f
InetOrgPerson
Help o
s D3-KeyCredential
msD5-ResourcePropertylist
s D5 ShadowPrincipalContainer
rnslmaging-P5Ps
< ¥ MSMO Queue Alias |
Creates a new itern in this container, Printer
User

Shared Folder

Take a screen shot after instruction # 5

I Active Directory Users and Computers - m} x
File  Action View Help
e 25 B XEd=z BHELeETYah
] Active Directory Users and Com | | Name Type Descriptian ~
. §aved Queries %A:c:ss-D:nitdAssistanc: Users Security Group... Members of this group ..
ML jV_COBmﬁ:Dm g.\\.dminisudor User Built-in account for ad...
- CUI $ e %Allmd RODC Password Replicati... Security Group... Members in this group c...
omputers
= Dom:in Controllers EEC!H Publishers Security Group...  Members of this group ...
- ForsignSecurityPrincipal: %Cloneablz Dormain Controllers Security Group... Members of this group t..
= Maraged Service Accaur E.;D:faultﬁ:count User A user account manage..
._. SalesOUN EED!nied RODC Passward Replicatio... Security Group., Members in this group c.
| Users %Dnsﬁtdmins Security Group... DNE Administrators Gro...
%DnsUpdalepron}r Security Group... DN clients who are per...
%Dnmain Admins Security Group... Designated administrato...
%Dnmain Computers Security Group... Al workstations and ser...
!&Dnmain Controllers Security Group.., Al domain controllers i,
%Dnmain Guests Security Group.., Al domain guests
%Dnmain Users Security Group.., Al domain users
%DnmainMgrsJ\l‘ Security Group..,
%Enterpnse Admins Security Group.., Designated administrato...
%Enterpnse Key dmins Security Group.., Members of this group ...
%Enterpnse Read-only Domain Con...  Security Group.,  Members of this group ...
H2 Globalgrsiv Security Group...
~ bl 82 Group Policy Creator Owners Security Group.., Members in this aroup c... =]
— T
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5-11 Troubleshooting Permissions

Screen Shot(s)

Documentatio
n




Tgke a screen shot after instruction # 5

Advanced Secunty Settings for Documentation/v m} x

MNarne: C\Users\Administrator\Documents\Documentation)V
Cwvner: Administrators (IVCOMP\Administrators) ) Change
Permissions Share Auditing Effectrve Access

Effective Access allows you to view the effective permissions for a user, group, or device account, If the accountis a member of a
domain, you can also evaluate the impact of potential additions to the security token for the account. When you evaluate the impact of
adding & group, any group that the intended group is a member of must be added separately.

User/ Group:  Select a user

Include group membership Click Add items Add items

Device: Select a dev

Include group membership Click Add items Add items

Wiew: effective access

EiARET

Take a screen shot after instruction # 8

Advanced Securty Settings for Documentation [m]

MNarne: Ch\Users\Administrator\Documents\Documentation)V
Cwvner: Administrators (IVCOMP\Administrators) ® Change
Perrmissions Share Auditing Effectrve Access
" v = o a7 s

Include a user claim

Include a device claim

Wiew effective access

Effective access Permission Access limited by
x Full control Share
x Traverse folder / execute file Share
X List folder / read data Share
x Fead attributes Share
X Read extended attnbutes Share
X Create files /write daty Share
X Create folders / append data Share
X Wirite attributes Share
x Wifrite extended attributes Share

Advanced

e
click Advanced.




Take a screen shot after instruction # 11

Advanced Secunty Settings for Dacumentation/v'

Marne: C:\Users\Administrator\Documents\Documentation/V

Cuwrier: Administrators (JZWCOMP\Administrators) Q Change

Permissions Share Auditing Effectre Access

Effective access Permission Arcess limited by
x Full contral Share, File Permissions
b4 Traverse falder / execute file File Permissions
X List folder / read data File Permissions
X Read attributes File Permissians
x Read extended attributes File Permissions
X Create files Swwrite data Share, File Permissions
X Create folders / append data Share, File Permissions
x Write attnbutes Share, File Parmissions
b4 Wirite extended attributes Share, File Parmissions
x Delete subfalders and files Share, File Permissions
x Delete Share, File Permissions
X Read permissions File Permissions
x Change permissions Share, File Parmissions
b4 Take ownership Share, File Permissions

Cancel Apply
Pag Chapter/Activit
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Installing DFS Namespaces and DFS Replication

Screen Shot(s)

Documentation

Take a screen shot after instruction # 9

P Add Roles and Features Wizard — o X

DESTINATION SERVER

Server jucomg.com

Confirm installation selections

To install the following roles, role services, or features on selected server, click Install.

[ ] Restart the destination server automatically if required

Optional features (such as administration tools) might be displayed on this page because they have
been selected automatically. If you do not want to install these optional features, click Previous to clear
their check boxes.

File and Storage Services
File and i5CSI Services
DFS Namespaces

DFS Replication

Confirmation

Remate Server Administration Tools
Role Administration Tools
File Services Tools

DFS Management Teols

Export configuration settings
Specify an alternate source path

| Cancel |

Install

Take a screen shot in instruction # 11 prior to selecting Close




= Add Roles snd Features Wizard - o

R R DESTINATION SERVER
sldllalliG pro Cos Serverjvcomg.com
1stallation progress

View installation progress

o Feature installation

nstallation succeeded on Serverjucomp.com

File and Storage Services
File and i5CSI Services
DFS Namespaces

DFS Replication

Remote Server Administration Tools
Role Administration Tools
File Services Tools
DFS Management Tools

i
You can close this wizard without interrupting running tasks. View task progress or open this
page again by clicking Notifications in the command bar, and then Task Details.
Export configuration settings
< Previous Neaxt > - Close
Pag Chapter/Activit
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0 186 5-13 Using Shadow Copies

Before you start the activity pay attention to the Tip by the Compass and make
those changes. There are multiple services you will need to change to make this

activity be successful.

Screen Shot(s)

Documentatio
n

Take a screen shot after instruction # 6




— o Mew Namespace Wizard - m] X
:’jj - Review Settings and Create Namespace -
R N
: Steps: . . . Re
| “fou selected the folowing setings for the new namespace. If the settings are
conect, click Create to creste yous new namespace. To change a setting, click M
Hamespace Server Fievious, o select the appropriste page in the arentation pane. a
Mamespace Mame and Settings :
MNamespace selings:
Mamespace Type Namespace W
Fleview Setlings and Create Mamespace name; V\roomp,comhDatalt
Mamespace MNamespace lype: Domain [Windows 2000 5erver mode]
o Mamespace server serves
Corfirmation Fioot shared folder: & shared folder vall be created if one does not exist.
Local path of namespace shaed folder: CADFSRoos\Dataly
Pemnissions for namaspace shared folden Everyons read only
[Bs Server Manager
N - < Previous Carcel
Fm— 0
Take a screen shot in instruction # 8 prior to selecting Close I hit close too
g - o
 DFSManagement S soon, even
| File  Action  View Window  Help - %
e @ B wrote myself a
& DFS Man nt Wvcomp.camiDatal¥  (Damain-based in Windows 2000 Server made) Actions
v &5 Nomespaces B .|| note not to.
55 Wcomp.com\Dataly || MamesPace  Namespace Servers  Delegation Search vcomp.comiDa
T Replication 0 ertres # New Folder,. But you can
T N Add Namespace Server..,
e beessermsenent. || S€€ MY created
Remove Mamespace fr.. namespace
View »
Mew Window fram Here here.
K Delete
|G Refresh
[l Propenies
H Hee
Pag Chapter/Activit
e y Status Description

#
5
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Adding a Folder and Folder Target in DFS

Screen Shot(s)

Documentation

Take a screen shot after instruction # 2




5 DFSManagement = o x
o File  Action  View Window Help - & X

% 5= BE

v k5 Namespaces

&3 Wcomp.camisntate Name Namespaces -
R Replication New Folder.. 2 NewMamespace..

Add Namespace Server... 2 Add Mamespaces to Di..
Delegate Management Permissions. . Delegate Management...
Remave Namespace from Display... View »
New Window from Here New Window from Hare
Delete 5 Export List...
Refresh H Hep
Properties
Help

Deletes the current selection,

Take a screen shot in instruction # 7 prior to selecting Ok
i ataiu

Mewr Folder b4

Mame;
Dacumentationy |

Preview of namespace:

.".".ihrcnrrp.l:hurn"-.D atal\V\Documentationy |

Foldes targets:
WSERVER zershb drminestratonD ocuments YD ocumentabon

0K Cancel

Pag Chapter/Activit
# e y Status Description
5
2 234 515 Configuring Disk Quotas

Ignore the instructions described in number 5.

Screen Shot(s) | Documentation




Take a screen shot after instruction # 8
p':J.L =T i e i~ e T [ s of Lk bkl -Fl:
| Create Quota =
Lluata path:
|I::'xUsers‘-.ﬁ.d'nnistlamr\DDcu'rents‘aDu:h:umentath:m.l‘uf | | Browss, . |
(®) Creale quata on path
() Auto apphs template and create quotas on existing and new sublolders
Quota properties
You can aither use propeties from a quota template or dshne custom
quiota properties,
Howv do you wart bo configure quota properties?
(®) Derive properties from this quota template [recommended):
100 ME Lirit w
() Defne custom quota properties
Summan, of quota properbes;
= Quota C:AUsers\dministrator\Documerts\Documentation. A
i~ Souce template: 100 MEB Limit
- Limit 100 MB (Hard)
= Notificabon: 4
- YWlamingl85%): Email w
< »
Create Cancel
Take a screen shot after instruction # 12
Filter: Show all: 1 items Actions
Quots Path % Us... | Limit | QuotaTy.. | Source Template | Match Tep...  Description | | Quotss -
& Source Template: 200 MB Limit Reports to User (1item) ® Creste Quota,
3 CAUsers\Administr., % 200, Hard 200MB Limit Rep... Yes @ Refresh
& e Help

Take a screen shot after instruction # 14




=8 File server Resource hManager

File Action View Help
«n | 2E HE

~ 5B Quota Manzgemert.
4 Quotas

10 GB Limit 10.0GB Hard

(&)

3] Quota Templates B 100MB Limit 100 ME
47 File Sereening Management & 268 Limit 2.00GB Hard
1B Sorage Reparts Management 3 200ME Limit Reportsto User 200 MB Hard
_‘; glzi;::;::qe:ﬂ:‘:t";i:: et 3| 200MB Limit with 50MB Ext... 200 MB Hard
3 250ME Extznded Limit 250 MB Hard
3 568 Limit 50068 Hard
3 Monitor 10 TEVolume Usage  10.0T8 Soft
3] Monitor 200GE Volume Usage 200 6B Soft
[ Monitor 3 TE Volume Usage  3.00TE Soft
3] Monitor STEVolume Usage  5.00TB Soft
13 Monitor 500M8 Share 500 MB Soft

2 File Server Resaurce Manager (Local) | Quota Template Sl Quota Type | Description Actions

Queta Templates
& Create Quota Templat...
G Refresh
Wiew
B Hep
Selected Quota Templates
Create Quota from Te...
Edit Ternplate Properti..,
K Delete
H Hep

Take a screen shot after instruction # 17

= Create Quota Template

1 Copy properies from quoka template (opbional):
10 GE Lirit
Sellings
Template name:

11
A

Descrphon [optionalk

11

q
! Space limit
Lirmt:

o
N

(@) Hard quata: Da not abow users bo exceed imit
! () Soff quota; liow users to exceed limit [use for manitoring]

Motification thresholds

Threshold E-mail EventLog  Command Report

Remove

Cocs




